Use of Computing and Networking Resources

Use of Widener University’s communications systems (including, without limitation, computing facilities, data contained on the University systems, servers, storage devices, or transmitted over the University’s networks, voice mail and all Widener.edu accounts), and access thereto by the University, outside enforcement authorities or other third parties, are subject to applicable federal and state laws. Use of the University’s computing and networking resources is limited to authorized University-related persons and University-related business only. While the University does not seek to monitor all traffic across its networks and through its equipment, it is possible that, while performing routine monitoring, the University may identify conduct that is inconsistent with or in violation of University policies. As a result, information on Widener computing equipment and accounts (even if deleted) can be subject to interception or retrieval by authorized University personnel, if necessary, as well as by outside enforcement authorities or other third parties, subject to proper legal process. The installation and/or use of software not expressly owned by the individual or granted for use to the University is strictly prohibited.

Compliance with Copyright Laws for Text, Audio and Video

Nearly all written, audio and video material is protected by copyright laws, regardless of whether it is in a hard copy, in an electronic copy, or on the Internet. The exceptions to this rule are so few that users of the University’s technology should assume that all written audio and video materials in hard copy or available through the Internet are protected by copyright laws, including The Digital Millennium Copyright Act of 1998, unless there is clear information to the contrary. Simply stated, the copyright laws allow a user to read the copyrighted material. The copyright laws do not allow a user to modify a copyrighted work, make copies of it (beyond those allowed by fair use), distribute copies of a work through the Internet, or broadcast a copy of work (such as in the case of video) on any channel or network. As with materials from a library or other sources, the user is responsible for using materials obtained off the Internet in compliance with the copyright laws.

Compliance with Copyright Laws for Software

Nearly all computer software is protected by the copyright laws. The exceptions to this rule are so few that users of the University's technology should assume that all software on the Widener computer system, on third party systems, or available through the Internet is protected by copyright, unless there is clear information to the contrary. Simply stated, the copyright laws allow a user of software to use the software, load it onto the hard drive of a computer, and retain the original disk as an archive copy. The copyright laws do not allow a user to modify the software, make more copies of it, store copies on both a home and a campus computer, or distribute the software through the Internet, unless the license agreement permits those activities. Unless a user of the Widener computer systems knows that any of those activities is permitted by the applicable license agreement, users of the University’s computer systems shall not copy any software, modify any software, load copies of it onto a network or on multiple hard drives, or distribute the software in any way, including through the Internet.
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